Ensuring all computers are password protected

Non-password protected computers

Employee forgetting to sign out of accounts

Download electronic cloud data

Heavy cryptography and advanced cyber security

Keeping up to date on software changes

Data Breach

IT Activities

Maintenance Activities

Employee Activities

Lawsuit

Data recovery

Load data backups

Mitigation

Degradation of trust in the community

Loss of patient records

Data Breach

Prevention Barriers

Hacking attack

Outdated IT systems